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IT NETWORK FOR USERS OTHER THAN EMPLOYEES 

Policy

The Organisation runs a number of computers to provide internet, office and other digital services to students, volunteers and consumers.

In order to maintain the integrity of the system, the Organisation requires all users to comply with the following:

Users must not:

· Use the computers to acquire, send, display or print any material that is illegal. Should you inadvertently receive such prohibited material you are not to distribute it and are to delete it immediately.

· Access material that may be considered offensive, defamatory, obscene, or harassing in nature. This includes, but is not limited to, sexually explicit photographs or literature, cartoons and jokes and negative racial or gender-specific messages. If inadvertently accessed such material must not be :

· printed or viewed in an open, public arena where others may see the material and take offence;

· stored on hard drives where others may discover the material and take offence.

· Download computer programs of any sort onto the hard drive without the prior permission of the system administrator - direct download onto compact or floppy disks is acceptable.

· Install or delete any software programs to the Organisation's computer system without management permission.

· Make an attempt to change software configurations and cause degradation of computer performance.

· Interfere with the legitimate work of another user.

· Deliberately crash any other the Organisation system.

Contravention of the above guidelines may result in a suspension from use of the Organisation’s computers.

The Organisation reserves the right to review, audit, intercept, block, access and disclose all internet traffic created, received or sent via the system for any purpose.

Refer to The Organisation Policy : ‘Poor Performance and Unacceptable Behaviour by Staff’.
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